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Part I

Private Memoirs of a Smart Meter
By: Andrés Molina-Markham, Prashant Shenoy, Kevin Fu, Emmanuel Cecchet and David Irwin

Department of Computer Science

University  of  Massachusetts  Amherts
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Power reading rate:
● Dumb meters once a month
● early smart meters between 5 - 60 min
● 2010 every 1 minute
● Today less than every second 
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Approach: 
- 2 month of data 
- 3 households
- Simple clustering and pattern recognition 
   techniques
- Power Activity logs
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“with fine-grained reading comes 
great responsibility”
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Setup:
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Analysis done in four steps
- Label Power Events
- Tag Power Events
- Filter Automated Appliances
- Map Events to Real Life Events
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Label Power Events

- Density based clustering algorithm

- power tuplets (t,p) -> power segments 



Tag power Events
- power_segment(label,start_time, 

 average_power, 

 duration,   

 power_step, 

 shape_label) 
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Filter Automated Appliances
- Find low human activity periods
- Isolate the power signatures
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Map Events to Real Life
- Possible to identify patterns of recurring clusters
- Filter out groups of power segments 
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Part II

Privacy for Smart Meters: Towards 
Undetectable Appliance Load Signature

By: Georgios Kalogridis, Costas Efthymiou, Stojan Z. Denic, Tim A. Lewis and Rafael Cepeda

Toshiba Research Europe Limited
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System overview assumes that future homes has 

- variety of energy storage 
- power generating devices 
- that electrical power routing is feasible
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Home Area Network (HAN)
- could help to communicate between smart devices
- smart devices could negotiate time for scheduling from    
   the Load Signature Moderator Unit
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Routing of power 
- A kettle drawing 2 kW

- 1 kW from solar panel
- 0.5 kW from a battery
- 0.5 kw from the electrical grid
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Power mixing using battery
- the power to the devices is taken from a rechargeable 
  battery
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Thank you for listening

Question?
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